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WHAT IS DSAID?
The Defense Sexual Assault Incident Database (DSAID) is the authoritative, centralized database used to collect and maintain 
information about sexual assault cases involving members of the U.S. Armed Forces.1 DSAID gives Sexual Assault Response 
Coordinators (SARCs) the enhanced ability to provide comprehensive and standardized victim case management. 
DSAID is funded and operated by the Department of Defense Sexual Assault Prevention and Response Office (DoD SAPRO). Service 
SAPR Programs use DSAID to meet Congressional reporting requirements and ensure transparency of sexual assault-related data. 
DSAID standardizes data across all Services and also standardizes reporting to Congress, and DoD and Service leadership. DoD SAPRO 
works collaboratively with the Army, Navy, Marine Corps, Air Force, National Guard Bureau, and Coast Guard to implement DSAID.

How Does DSAID Benefit Victims?
DSAID benefits victims by equipping SARCs with improved tools like enhanced case management meeting features and referral 
services tracking. DSAID also promotes accurate and timely reporting of sexual assaults. Additionally, DSAID houses DD Form 2910, 
the Victim Reporting Preference Statement, which victims can use if they transfer to a new installation or if they separate from the 
military and want to receive services at Veterans Affairs.

What Does DSAID Do and Who Has Access?

CAPABILITY

USE » Input and maintain data 
pertaining to a sexual assault 
case and, when applicable, 
related retaliation actions

» Track support to victims 
throughout the lifecycle of a 
DSAID case

» Track cases for review 
» Secure 2910 Retention

» Document case management 
review to facilitate SARC and 
Service SAPR program 
manager administration and 
management

» Capture meeting minutes and 
create meeting agendas

» Develop congressionally- 
mandated reports 
electronically 

» Include Case Synopsis
» Produce ad-hoc queries
» Facilitate trend analysis
» Support program planning 

analysis and management

Case Management Business Management Ad-Hoc Query & Reporting

USERS/ACCESS
Service SARCs 2 Service SARCs SAPRO Analyst

Service SAPR PMs Service SAPR PMs Service SAPR PMs

Service HQ Legal Officers
» All SARCs must meet certification requirements
» All users must meet background check and Privacy Act/PII training requirements

Note: By Sept 2019, case management in DSAID will include tracking of sexual assault-related retaliation cases

1 DSAID does not include sexual assault data on intimate partners or children. This information is under the purview of the Family Advocacy Program.
2 “Service SARCs” includes SARCs and Service-designated SAPR VAs.
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INFORMATION

SECURED

What Type of Data Does DSAID Contain?
 » Sexual assaults committed by or against Service members
 » Retaliation allegations related to Unrestricted reports of military sexual assault
 » DD Form 2910, the Victim Reporting Preference Statement

 � Restricted report data includes the nature of the assault only; no Personally Identifying Information (PII)
 � Unrestricted report data includes case-level data; including, if available, the nature of the assault, victim, subject, and case outcome
 � Replacement form for lost or destroyed Unrestricted or Restricted sexual assault reports
 � Retaliation report provides a reporter with options for reporting an incident

How is Data Entered into DSAID?

How is Information Protected in DSAID?
 » DSAID is a Common Access Card-enabled system and must be accessed from a .mil network by authorized users
 » Only individuals with an official need-to-know are granted access to information in DSAID 3

 » DSAID is compliant with the DoD Risk Management Framework and undergoes annual review to maintain compliance

3 DoDI 6495.02, Sexual Assault Prevention and Response (SAPR) Program Procedures


